Symantec Endpoint Protection 12 Installation Instructions (Managed &

Unmanaged)

Note: The Managed install is for on-Campus, Faculty & Staff users. The Unmanaged
install is for Off-Campus, ResNet & Laptop users.

1) Save the file Sav121man.exe OR Sav12lunm.exe to your hard drive (preferably the
Desktop folder).

2) Close any open programs. Go to the desktop (or folder you saved the file to) and
double click Savl121man.exe or Savl2lunm.exe. If this is Windows Vista or Windows 7,
right click the file and select “Run as Administrator.” If you receive an Open File —
Security Warning box, click Run. The installation needs to be run as a user with
Administrative rights.
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On Windows 7 you may see the following message. This will happen if User Account
Control is enabled. You should click “Yes” so that the installation can proceed.
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@ User Account Control

@ Do you want to allow the following program from an
unknown publisher to make changes to this computer?

Program name:  Savl2lman.exe

Publisher: Unknown
File crigin: Hard drive on this computer
(v) Show details Yes || No |

Change when these notifications appear




3) Setup will begin. You will see the following screens and there will be no user
interaction required for the next few minutes.

@ Instaling Symantec 12,1 pleaze wai...

Setup Status

Sav12 1man is configuring your new software installation.

Installing

C:A . ASavl21Man-64Bit exe

g[]l Please wait while Windows configures Symantec Endpoint Protection

Time remaining: 2 minutes

- '




4) IF YOU ARE UPGRADING from a previous version of Symantec, a message will
appear requiring a restart. You will have 5 minutes to save all your work and restart. You
CANNOT postpone this. A clean install without upgrading does not require a restart.

" The Symantec Endpoint Protection 12 installation requires this
/b,  computer torestart.

The computer will automatically restart in 4:52 minutes, or dlick

Restart Now.
Restart Now

5) After you restart a message will appear to continue the Symantec installation.

Please wait while Windows configures Symantec Endpoint
Protection

Cancel

6) Once the installation is complete, a screen will appear telling you that Symantec is
running LiveUpdate. This will only appear for a clean install, not an upgrade. The
client will automatically contact Symantec’s servers to obtain the latest
antivirus/antispyware and proactive scan definitions. This may take several minutes.



LiveUpdate Status

Status of the current LiveUpdate session is listed below

The following Symantec products and components are installed on your 1 »

> Centralized Reputation Settings

> Intrusion Prevention Signatures (hub)

> Virus and Spyware Definitions Win32

> Intrusion Prevention Signatures

> Virus and Spyware Definitions Win32 (hub)
> Symantec Endpoint Protection Client

> Revocation Data

> Submission Control Thresholds

> SONAR Definitions

> Symantec Whitelist

Initializing. ..
Connecting to liveupdate.symantediveupdate.com...
Connected to LiveUpdate server successfully.

M Symantec. G =

Privacy Statement

LiveUpdate Status

Status of the current LiveUpdate session is listed below

Connected to LiveUpdate server successfully.

There are 10 update(s) to be downloaded.
Downloading catalog file (1 of 10) finished.
Downloading catalog file (2 of 10) finished.
Downloading catalog file (3 of 10) finished.
Downloading catalog file (4 of 10) finished.
Downloading catalog file (5 of 10) finished.
Downloading catalog file (6 of 10) finished.
Downloading catalog file (7 of 10) finished.
Downloading catalog file (8 of 10) finished.
Downloading catalog file (8 of 10) finished.
Downloading catalog file (10 of 10) finished.

Session summary: 0 update(s) available, 0 update(s) installed.
LiveUpdate session is complete.
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Privacy Statement




7) After the LiveUpdate finishes, you can click the close button. You should watch the
Symantec icon in the lower left of your machine. The red dot should disappear as the
Symantec services are started.
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If you are installing Symantec managed, the red dot will be replaced with a green dot to
show that the Symantec client is being managed by the server.
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If you are installing Symantec Unmanaged, the red dot will be replaced with a shield
without a dot.
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At this point installation will be complete.

8) You can double click the Symantec shield once the yellow dot is gone. It should
display the latest virus definitions for antivirus/antispyware, proactive scan and network
threat protection. You can find what version of the Symantec client you have by clicking
“Help” on the top right of the Symantec 12 panel and then clicking “About...”



Your computer is protected.
No problems detected.

The falowng Symantec Securty components are nstaled on your computer:

Virus and Spyware Protection
Pratects aganst vruses, malare, and spyware
Defirtions: Friday, December 02, 2011 3

Defintions: Thursday, November 24, 2011 r11

Network Threat Protection
Protects aganst Web and network threats
Defirtions: Thursday, December 01, 2011 r2

! " Proactive Threat Protection
. Provides zero-day protection aganst unknown threats

8) Definitions will be updated when the clients check-in with either the managed server
for managed clients or the liveupdate server at Symantec for unmanaged clients. There
should be no need for you to run LiveUpdate manually for managed clients. For
unmanaged clients, you can click the LiveUpdate button on the left side of this panel to
update the client to the latest definitions. Antivirus/Antispyware definitions are usually
updated daily by Symantec, while Proactive Threat and Network Threat Protection are
updated more infrequently.

This completes the Symantec Endpoint Protection 12 Managed & Unmanaged
installation guide.



