Browser Settings for PeopleSoft/SOLAR

The following settings are required when you are using PeopleSoft Administrative
Services or the SOLAR System with Internet Explorer. Failure to do so may result in
unsuccessful downloads and blocked pop-up windows. For instance, you will not be able

to download the Class Roster in SOLAR.

Always Allow Pop-Ups
* Open Internet Explorer

¢ (Click the Tools button

* Click Pop-Up Blocker > Pop-Up Blocker Settings

J v - (= v ::bPagef~ @;‘-Tools v

Delete Browsing History...

Pop-up Blocker
Phishing Filter

Exceptions

Pop-ups
NEDSILES

Type *.cc.stonybrook.edu

E v addog Click Add
Address of website to allow:
‘oc storybrook.edu _ Type *.cc.sunysb.edu
Allowed sites: Click Add
Bemaove I
Fiemove all.. | Click Close

r~ Notifications and filtter level

|V Show Information Bar when a pop-up is blocked.

Filter level:

IMedium: Block most automatic pop-ups

Pop-up Blocker FAQ

Close
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Internet Options

* Open Internet Explorer

B - B - ® - [hPage

Delete Browsing History...

~

Click the Tools button

Pop-up Blocker
Phishing Filter
Manage Add-ons

» Click Internet Options

=  Work Offline
Windows Update
Full Screen
Menu Bar
Toolbars

F11

Windows Messenger

Diagnose Connection Problems...

e— T TS

Internet Options

Internet Nrtinnes

Select a zone to view or change security settings.

Generj acy I Conhentl Connections I Programs I Advanced I

21x

@ <« J

Local intranet  Trusted sites

Internet

o

Restricted Click the Security tab

sites

Sites l

q This zone is for Internet websi
except those listed in trusted and
restricted zones.

Click Custom Level

—Security level for this zone

Custom
Custom settings.

-To change the settings, dlick Custom level.
-To use the recommended settings, dick Default level.

Custom level... Default level |
e to default level |
OK I Cancel | Apply |
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Security Settings - Int

ernet Zone g 5'

—Settings

{® Enable
QO Prompt

]
QO Disable
{® Enable
QO Prompt
[&% Downloads

QO Disable
® Enable

QO Disable
{® Enable

QO Disable
9 _Fnahle

|

Script ActiveX controls marked safe for scripting™

|&® Automatic prompting for file downloads

|? File download

% Font download

| o

*Takes effect after you restart Internet Explorer

—Reset custom settings

Reset to:

Medium-high (default)

LI Reset... |

[ o< 1]

Cancel

Scroll to the Downloads section of
the list

Click Enable under Automatic
prompting for file downloads

Click OK

Click Yes to confirm that you want to make the change

Select a zone

Internet Options ‘EH
acy [ Content ] Connections [ Programs [ Advanced

&

ecurity settings.

@

Internet

@

Local intranet

SO

rusted sites  Restricted
sites

Local

=~ found

Security level

(]

Enable

This zone is for all websites that are

intranet

on your intranet.

for this zone

Allowed levels for this zone: All
Medium-low

- Appropriate for websites on your local network
(intranet)

- Most content will be run without prompting you

- Unsigned ActiveX controls will not be downloaded
- Same as Medium level without prompts

Protected Mode (requires restarting Internet Explorer)
Custom level...

Reset all zon

Default level

es to default leve

When you are back at the Security
tab click Local Intranet

Then click the Sites button

Prepared by Client Support 632-9800

http://it.cc.stonybrook.edu

1/19/16



Local intranet

@

the local intranet zone.

Automatically detect intranet network

Indude all sites that bypass the proxy server

Indude all network paths (UNCs)

Use the settings below to define which websites are incuded in

Include all local (intranet) sites not listed in other zones

=
Click the Advanced button

What are intranetsetﬁngl; [ Advanced ]

Local intranet

this zone will use the zone's security settings.

' Add this website to the zone:

You can add and remove websites from this zone. All websites in

Enter https://psns.cc.stonybrook.edu

https://psns.cc.stonybrook.edu

"Websites:

Click the Add button to add it to the

https://bi.campus.stonybrook.edu

https: //mysite.stonybrook.edu

https: //reporting.campus.stonybrook.edu
https: //teams.stonybrook.edu

Lai o

-

-
cflol —bemedeool. o d..

["]Require server verification (https:) for all sites in this zone

Add list of websites
Remove Click ClOSe
Click OK

Click OK to save your changes and exit Internet Options.
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